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CHAPTER 1

Introduction

Machine Learning has come a long way in recent years. There has been a vast

amount of papers published in the last decade which offer a number of substantial

improvements on machine learning algorithms both old and new. Along side this

research there has also been many papers which study the various applications of

machine learning algorithms. From perhaps the most well known, even among non-

experts, such as machine vision and natural language processing, to the less well

known but all the while pervasive and significant medical, commercial, and industrial

applications.

1.1 Machine Learning Algorithms

Here is an example for citation that will show at the end of the chapter [1] and this

is a second example [2]

Here is a figure example
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1. INTRODUCTION

Fig. 1.1.1: Neural Network with 6 nodes in the input layer, 6 in the hidden layer, and
3 in the output layer
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CHAPTER 5

Interpreting Machine Learning
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CHAPTER 6

Robustness Metric
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CHAPTER 7

Conclusion

The work presented in this thesis provided a exploratory overview of machine learning

interpretability in the malware detection domain.
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